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Foreword

Building a common threat picture amongst a 
diverse set of customers on a wide range of 
topics is a continuous challenge for homeland 
security professionals.  In an effort to promote the 
understanding of threats and other high-priority 
issues, members of the DHS Intelligence Enterprise 
deliver intelligence analysis and information 
to our Departmental leaders; state, local, tribal, 
territorial partners; DHS Component operators; the 
Intelligence Community; and our private sector 

partners through various products that are designed to specifically meet 
their needs.  

This brochure—the 2012 DHS Intelligence Enterprise Product Line 
Brochure—is a standardized catalogue of intelligence reports and 
products that represent the full breadth of our analysis.  It is intended 
to provide a clear description of each type of product created by the 
DHS Intelligence Enterprise, the classification level at which these 
products are created, and how our customers may go about obtaining 
them.  I hope that you find this brochure to be useful as we continue 
to strengthen our ability to share the right information with the right 
people and organizations at the right time.
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P R O D U C T  L I N E

Warning: This document is UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO).  It contains information that may be exempt from public release under the Freedom of Information Act (5 U.S.C,  552).  It is to be 
controlled, stored, handled, transmitted, distributed, and disposed of in accordance with DHS policy relating to FOUO information and is not to be released to the public, the media, or other personnel who do not 
have a valid need to know without prior approval of an authorized DHS official.  State and local homeland security officials may share this document with authorized critical infrastructure and key resource personnel 
and private sector security officials without further approval from DHS.  

Rev. June 2012

The Roll Call Release is a single-topic 
intelligence product for first responders 
on terrorist or criminal TTPs that may be 
encountered during daily routines.  The 
Fire Line is a parallel product designed to 
assist Fire, Rescue and EMS departments in 
planning for, responding to, and mitigating 
possible terrorist events.  These products are 
typically informational in nature.

The Homeland Security Assessment 
provides in-depth analysis and judgments, 
based on detailed research. It can provide 
more detailed treatment of an event or 
development previously addressed in a 
Homeland Security Note.

Roll Call Release / Fire Line

Homeland Security  
Assessment

The Joint Intelligence Bulletin is produced
with the Federal Bureau of Investigation in
response to significant or emerging threats
or developments. This product can be 
analytic in nature or for informational 
purposes only.

The Homeland 
Security Monitor is a 
collection of articles 
on a theme or topic 
that generally are 
non-time sensitive 
and analytic in 
nature.

Joint Intelligence Bulletin

Homeland Security Monitor

The Homeland 
Security Note 
furnishes timely 
information 
or analysis on 
a recent or 
current event or 
development of 
interest to I&A 
customers.

The Homeland Security Reference Aid 
provides basic, nonperishable information 
and context on an issue for continued use, 
such as primers, handbooks, historical 
overviews, organizational charts, group 
profiles, or standalone graphics. This 
product can be analytic in nature or for 
informational purposes only.

Homeland Security Note

Homeland Security  
Reference Aid

Joint Seal Assessment

The Office of Intelligence and Analysis (I&A) is a member of the Intelligence 
Community (IC) and ensures that information related to homeland security threats 
is collected, analyzed, and disseminated to the full spectrum of homeland security 
customers in the Department; at state, local, and tribal levels; in the private sector; 

and in the IC.

(U) Product         (S) Product         (TS) Product

Product Classification Levels

The Homeland Information Note is
a timely non-analytic product providing 
our customers situational awareness 
of upcoming events and issues. Issued 
typically at the “Unclassified//FOUO” 
level, this information is derived from 
open source and other unclassified 
information.

Homeland Information Note

INTELLIGENCE FOR FIRE, RESCUE AND EMS 
IN COLLABORATION WITH THE ITACG

FIRE LINE

 
IN COLLABORATION WITH THE ITACG

ROLL CALL RELEASE
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Warning: This document is UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO).  It contains information that may be exempt from public release under the Freedom of Information Act (5 U.S.C,  552).  It is to be 
controlled, stored, handled, transmitted, distributed, and disposed of in accordance with DHS policy relating to FOUO information and is not to be released to the public, the media, or other personnel who do not have 
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Homeland Security 
Information 
Network State and 
Local Intelligence 
Community of 

Interest (HSIN SLIC) 
Alerts, Warnings, or Notifications provide 
information on rapidly developing situations 
or events that may have homeland 
implications. 

HSIN SLIC Alert, Warning,
or Notification

The Snapshot 
provides 
identified 
TTPs of an 
emerging 
event which 
may have 
homeland 
implications, and recommended 
preventative actions to state and local 
officials. This information is derived 
primarily from news media but it 
may also contain unofficial and law 
enforcement reporting from on-scene.

Snapshot

Daily Intelligence Highlights provide 
operational and intelligence information 
to federal, state, and local officials.  The 
product is intended to assist recipients 
in understanding perceived threats in 
light of actual or potential vulnerabilities 
to the United States and to support 
the identification and development of 
appropriate actions, priorities and 
follow-on measures.

Daily Intelligence Highlights

The Homeland Intelligence Today provides 
the Secretary and the DHS executive 
leadership with daily current intelligence 
reporting and analysis on topics of 
concern across the Department’s mission 
areas and informs leadership of DHS actions 
to address potential emerging threats.

Homeland Intelligence Today

The Office of Intelligence and Analysis (I&A) is a member of the Intelligence Community (IC) and ensures that 
information related to homeland security threats is collected, analyzed, and disseminated to the full spectrum of 

homeland security customers in the Department; at state, local, and tribal levels; in the private sector; and in the IC.

UNCLASSIFIED
Feedback: IA.Feedback@hq.dhs.gov
Web site: https://hsin-intel.dhs.gov

SECRET
Feedback: IA.Feedback@dhs.sgov.gov 

Web site: http://www.intel.dhs.sgov.gov

TOP SECRET
Feedback: IA.Feedback@dhs.ic.gov 
Web site: https://www.dhs.ic.gov

(U) Product         (S) Product         (TS) Product

Product Classification Levels

Intelligence Information 
Report (IIR)

The IIR provides the 
timely sharing of 
raw intelligence to 
other departments, 
agencies, and 
organizations, 
including the 
Intelligence 
Community.
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Provides research, 
primarily associated 
with travel and/or 
imports, to other law 
enforcement agencies 
and the Intelligence 
Community.

Office of Intelligence and Investigative Liaison (OIIL) Product Line

Office of Intelligence and Investigative Liaison (OIIL) Product Line

UNCLASSIFIED//FOR OFFICIAL USE ONLYRev. June 2012

Warning: This document is UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO).  It contains information that may be exempt from public release under the Freedom of Information Act (5 U.S.C,  552).  It is to be con-
trolled, stored, handled, transmitted, distributed, and disposed of in accordance with DHS policy relating to FOUO information and is not to be released to the public, the media, or other personnel who do not have a 
valid need to know without prior approval of an authorized DHS official.  State and local homeland security officials may not share this document with authorized critical infrastructure and key resource personnel and 
private sector security officials without further approval from DHS.

UNCLASSIFIED//FOR OFFICIAL USE ONLY

Provides 
comprehensive 
analysis of threats 
and hazards 
that impact CBP 
operations.

Threat Assessments

Provides DHS and 
other members of the 
Intelligence Community 
with CBP analysis of 
terrorism and other 
criminal activities that 
impact border security.

UNCLASSIFIED//FOR OFFICIAL USE ONLY//LAW ENFORCEMENT 
SENSITIVE

UNCLASSIFIED//FOR OFFICIAL USE ONLY//LAW ENFORCEMENT 
SENSITIVE

Page 1 of 1

HOMELAND SECURITY INTELLIGENCE REPORT 
(HSIR):

(U//FOUO//LES): EXAMPLE HSIR FORMAT FOR 
USE BY CBP OIIL ANALYSTS - DO NOT DEVIATE

April 23, 2012

HSIR: CBP-00X-12

TECS II REPORT: 12KOEIQ000XX

DEPARTMENT OF HOMELAND SECURITY
CUSTOMS AND BORDER PROTECTION

OFFICE OF INTELLIGENCE AND 
INVESTIGATIVE LIAISON

t least a  GS-14 ).

(U)  LAW ENFORCEMENT INFORMATION NOTICE: This product contains Law Enforcement Sensitive (LES) information.  No portion of the LES information should be released to 
the media, the general public, or over non-secure Internet servers.  Release of this information could adversely affect or jeopardize investigative activities.

(U) UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO): WARNING: This document contains information that may be exempt from public release under the Freedom of 
Information Act (5 U.S.C. 552).  It is to be controlled, stored, handled, transmitted, distributed, and disposed of in accordance with DHS policy relating to FOUO information and is not to be 
released to the public, the media, or other personnel who do not have a valid need-to-know without prior approval of an authorized DHS official.

(U) U.S. PERSONS: This product contains U.S. Person information that has been deemed necessary for the intended recipient to understand, assess, or act on the information provided. It 
has been highlighted in this document with the label USPER and should be handled in accordance with the recipient's intelligence oversight and/or information handling procedures.

(U) Requests for use or further dissemination of any material contained herein should be made to:  Assistant Commissioner, CBP Office of Intelligence and Investigative Liaison, 1300 
Pennsylvania Avenue, NW, Washington, DC 20229 or by phone at (202) 344-3180.

Homeland Security Intelligence 
Report (HSIR)

FOR OFFICIAL USE ONLY//LAW ENFORCEMENT SENSITIVE

Page 1 of 1

RESTRICTED

SPECIAL RESEARCH REPORT (SRR)

(U//FOUO//LES): EXAMPLE SRR FORMAT FOR USE 
BY CBP OIIL ANALYSTS - DO NOT DEVIATE

April 23, 2012

SRR xx-12

RESTRICTED
DEPARTMENT OF HOMELAND SECURITY

CUSTOMS AND BORDER PROTECTION

OFFICE OF INTELLIGENCE AND INVESTIGATIVE LIAISON
WARNING: Dissemination of this document is RESTRICTED to DHS and/or the requesting parties only. Further dissemination is UNAUTHORIZED without 
approval from: The Assistant Commissioner, CBP Office of Intelligence and Investigative Liaison, Attn: Production Management; 1300 Pennsylvania Avenue, 
NW, Washington, DC 20229 at (202) 344-3180.

(U) LAW ENFORCEMENT INFORMATION NOTICE: This product contains Law Enforcement Sensitive (LES) information.  No portion of the LES information should be released 
to the media, the general public, or over non-secure Internet servers.  Release of this information could adversely affect or jeopardize investigative activities.

(U) UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO): WARNING: This document contains information that may be exempt from public release under the Freedom of 
Information Act (5 U.S.C. 552).  It is to be controlled, stored, handled, transmitted, distributed, and disposed of in accordance with DHS policy relating to FOUO information and is not to be 
released to the public, the media, or other personnel who do not have a valid need-to-know without prior approval of an authorized DHS official.

(U) U.S. PERSONS: This product contains U.S. Person information that has been deemed necessary for the intended recipient to understand, assess, or act on the information provided. It 
has been highlighted in this document with the label USPER and should be handled in accordance with the recipient's intelligence oversight and/or information handling procedures.

(U) PASSENGER NAME RECORD (PNR) INFORMATION: WARNING: This document contains restricted personal and commercial information and may not be disclosed to third 
parties without the express prior authorization of U.S. Customs and Border Protection. This document is loaned to your agency for your official use only and remains the property of the 
U.S. Customs and Border Protection.

Special Research Report (SRR)

Provides analysis, 
trends, and patterns that 
directly relate to CBP 
efforts.

CBP Intelligence Report

Provides raw 
information to external 
agencies on CBP 
mission areas to 
include, but not limited 
to, terrorism, human 
smuggling, and drug 
smuggling.

RUCNSE/US SECRET SERVICE WASHINGTON DC 
RUEPICA/USCIS WASHINGTON DC 
RUCQSAB/USSOCOM INTEL MACDILL AFB FL 
BT
UNCLAS//LAW ENFORCEMENT SENSITIVE 
SECTION 1 OF 2 
QQQQ 
SERIAL: (U) IIR X XXX XXXX 12. 

----------------------------------------------------------------
DEPARTMENT OF HOMELAND SECURITY

INFORMATION REPORT, NOT FINALLY EVALUATED INTELLIGENCE.
----------------------------------------------------------------

COUNTRY: (U) Country A, Country B, etc.

PAGE 4 RUZDHTR1337 UNCLAS//LAW ENFORCEMENT SENSITIVE 
IPSP: (U) CINT; TERR; HSEC; IFC2213; IFC2230; IFC2400; IFC2300. 

SUBJ: IIR X XXX XXXX 12/CBP – Subject Line (U//LES). 

DOI: (U) 20120118.

REQS: (U) IRN2011A.1.3.3.1; IRN2011A.1.3.3.4; IRN2011A.1.4.2.4; 
TTR2011A.1.5.4.6; HSEC-3.1 (19 Sep 2011); HSEC-3.4 (19 Sep 2011); 
HSEC-7.1 (19 Sep 2011); HSEC-7.3 (19 Sep 2011); HSEC-8.1 (19 Sep 
2011); HSEC-8.2 (19 Sep 2011). 

SOURCE: 
SOURCE A.
1. (U//FOUO) SOURCE IDENTIFIER -- //4042-300518// 
2. (U//FOUO) SOURCE DESCRIPTION -- Information provided by U.S.
Customs and Border Protection (CBP) Official. 

3. (U//FOUO) CONTEXT STATEMENT -- Firsthand knowledge of the 
information obtained through the course of official duties. 

PAGE 5 RUZDHTR1337 UNCLAS//LAW ENFORCEMENT SENSITIVE 

SUMMARY: (U) SEE EXECUTIVE SUMMARY, TEXT PARAGRAPH 1, BELOW. 

TEXT: 1. (U//LES) EXECUTIVE SUMMARY. (Summarize the content of the IIR 
or state “None” if a summary is not necessary or applicable

Intelligence Information Report (IIR)

Compares CBP 
nationwide activities 
over a five year 
period, looking at 
statistical trends in 
CBP operations, at 
and between the 
ports of entry, in the 
air, land, and sea 
environments.

CBP Statistical Annual Report 
(CSAR)

Reviews CBP’s 
operations in all 
environments, 
providing high- 
level analysis of 
the general trends 
observed both in 
contraband smuggling and the legitimate 
movement of people and goods.

CBP Border Stat End of Year 
Report

(U) Product         (S) Product         (TS) Product

Questions and requests for further 
distribution should be directed to CBP 
Office of Intelligence and Investigative 
Liaison, Production Management at: 

OIILProductionManagement@cbp.dhs.gov
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Contains time-sensitive 
information and has an 
immediate impact on 
the CBP official’s job 
responsibilities and/or 
safety.

UNCLASSIFIED//FOR OFFICIAL USE ONLYRev. June 2012

Warning: This document is UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO).  It contains information that may be exempt from public release under the Freedom of Information Act (5 U.S.C,  552).  It is to be con-
trolled, stored, handled, transmitted, distributed, and disposed of in accordance with DHS policy relating to FOUO information and is not to be released to the public, the media, or other personnel who do not have a 
valid need to know without prior approval of an authorized DHS official.  State and local homeland security officials may not share this document with authorized critical infrastructure and key resource personnel and 
private sector security officials without further approval from DHS.

Office of Intelligence and Investigative Liaison (OIIL) Product Line

UNCLASSIFIED//FOR OFFICIAL USE ONLY

UNCLASSIFIED//FOR OFFICIAL USE ONLY

UNCLASSIFIED//FOR OFFICIAL USE ONLY
Page 1 of 1

INTELLIGENCE ALERT

(U//FOUO): EXAMPLE INTELLIGENCE ALERT 
FORMAT FOR USE BY CBP OIIL ANALYSTS - DO 

NOT DEVIATE
April 23, 2012

TECS REPORT: 12KOEIQ00XXX
CBP-NIA-0XX-12

DEPARTMENT OF HOMELAND SECURITY
CUSTOMS AND BORDER PROTECTION

OFFICE OF INTELLIGENCE AND INVESTIGATIVE 
LIAISON

(U)  Warning: This document is UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO).  It contains information that may 
be exempt from public release under the Freedom of Information Act (5 U.S.C. 552).  It is to be controlled, stored, handled, 
transmitted, distributed, and disposed of in accordance with DHS policy relating to FOUO information and is not to be released 
to the public, the media, or other personnel who do not have a valid “need-to-know” without prior approval of an authorized 
DHS official. The information contained herein is marked FOR OFFICIAL USE ONLY (FOUO) and remains under the control 
of the Department of Homeland Security (DHS), through Customs and Border Protection (CBP).  It is being disseminated for 
authorized law enforcement purposes only.  Requests for use or further dissemination of any material contained herein should 
be made to:  Assistant Commissioner, Office of Intelligence and Investigative Liaison, 1300 Pennsylvania Avenue, NW, 
Washington, DC 20229 or by phone at (202) 344-3180

Weekly Intelligence Notes (WIN)Intelligence Alert

Provides 
analysis of 
significant 
seizures to 
enhance CBP’s 
ability 
to capture 
valuable intelligence that could lead to 
future interdictions.

Post Seizure Analysis

Establishes 
and refines a 
mechanism 
to monitor 
emerging 
trends and 
threats 
along the US 
borders.

State of the Border Situational
Awareness Briefings

Provides a 
compilation of 
weekly contraband 
seizures made 
by CBP.  Includes 
information on the 
suspect, the conveyance, the location, 
and the concealment method.  Seizure 
photographs, when available, are 
provided.

(U) WARNING: This document is UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It contains information 
that may be exempt from public release under the Freedom of Information Act (5 U.S.C. 552). It is to be controlled, 
stored, handled, transmitted, distributed, and disposed of in accordance with DHS policy relating to U/FOUO 
information and is not to be released to the public, the media, or other personnel who do not have a valid “need-to- 
know”. This document is loaned to your agency for your official use and remains the property of the Department of 
Homeland Security (DHS), through U.S. Customs and Border Protection (CBP). Requests for use or further 
dissemination of any material contained herein should be made to: Assistant Commissioner, CBP Office of Intelligence 
and Investigative Liaison, 1300 Pennsylvania Avenue, NW, Washington, DC 20229.

The Nexus ReportThe Nexus Report 
volume 4 issue 14volume 4 issue 14

The Weekly Customs and Border Protection 
Seizure Report

For Official Use Only// Law Enforcement Sensitive
Further distribution of this report is prohibited

Reporting criteria: Marijuana > 100 lbs, Cocaine > 1 lb, 
Heroin > 1 lb, Methamphetamine > 1 lb, Currency > $20,000.00

Office of Intelligence and Investigative Liaison

Nexus Report

Informs CBP assets 
of the latest or 
most important 
trends identified 
in intelligence that 
might affect targeting, 
inspection, and 
interdiction operations 
at and between ports 
of entry.

Weekly Intelligence Notes (WIN)

(U) Product         (S) Product         (TS) Product

Questions and requests for further 
distribution should be directed to CBP 
Office of Intelligence and Investigative 
Liaison, Production Management at: 

OIILProductionManagement@cbp.dhs.gov
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UNCLASSIFIED//FOR OFFICIAL USE ONLY

Warning: This document is UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO).  It contains information that may be exempt from public release under the Freedom 
of Information Act (5 U.S.C,  552).  It is to be controlled, stored, handled, transmitted, distributed, and disposed of in accordance with DHS policy relating to FOUO 
information and is not to be released to the public, the media, or other personnel who do not have a valid need to know without prior approval of an authorized DHS of-
ficial.  State and local homeland security officials may share this document with authorized critical infrastructure and key resource personnel and private sector security 
officials without further approval from DHS.  

Intelligence Information Report
(IIR)

Intelligence Assessment 
(IA)

Special Research Report
(SRR)

Immigration Systems History
(ISH)

The IIR provides timely sharing of raw 
intelligence to other departments, agencies, 
and organizations, including the Intelligence 
Community.  IIRs are written based upon 
validated intelligence requirements.

The Assessment provides in-depth 
analysis and judgments, based on detailed 
research.  It can provide more detailed 
treatment of an event or development 
previously addressed in a previous product. 

The SRR is a written report that 
contains the information in the ISH and, in 
addition to a subject’s date and status at 
entry, a chronological listing that describes 
the evolution of the subject’s immigration 
history, which begins 
with either the filing 
of an application/
petition or the 
issuance of a visa 
from the Department 
of State.  It will 
include associates 
and current and 
previous addresses 
that have been 

identified.

The ISH Report contains Subject 
Information to include: biographical and other 
identifying information, current immigration 
status/expiration, 
previous 
and pending 
immigration 
benefits, security 
checks (name 
and fingerprint); 
travel history, 
education history, 
employment 
history, and a list of 
immigration systems 

checked.

(U) Product (S) Product (TS) Product

Questions and requests for further distribution should 
be directed to the Fraud Detection and National Security 
Directorate at: FIP@dhs.gov.
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TSA-OIA products can be found on TSA’s Intranet (IShare) via Intel Source, TSA Online Learning Center, DHS Homeland Security Information Network (HSIN) via 
TSA-Intel on HSIN-CS and HS-SLIC on HSIN-Intelligence, Law Enforcement Online (leo.gov), TRACE (TSA-OIA proprietary classified network accessed via laptop), 
Regional Information Sharing Systems (RISSNET), Domestic Security Alliance Council (DSAC), InfraGard, and various classified JWICS and HSDN portals. For more 
information on dissemination, contact TSA Office of Intelligence and Analysis, Production Management Branch at TSA.OIA.Production@tsa.dhs.gov

Warning: This document is UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO). It contains information that may be exempt from public release under the 
Freedom of Information Act (5 U.S.C. 552). It is to be controlled, stored, handled, transmitted, distributed, and disposed of in accordance with DHS policy relating 
to FOUO information and is not to be released to the public, the media, or other personnel who do not have a valid “need-to-know” without prior approval of an 
authorized TSA official. No portion of this report should be furnished to the media, either in written or verbal form. 

UNCLASSIFIED//FOR OFFICIAL USE ONLY

UNCLASSIFIED//FOR OFFICIAL USE ONLY

(U) Product (S) Product (TS) Product

Transportation Intelligence 
Note (TIN)

Posters (Graphical Brief ) Modal Threat Assessments

Tactics, Techniques and 
Procedures (TTPs)  

Assessments

Intelligence Video 

51432-02

TINs provide information and analysis 
on a single threat or situation involving 
transportation security. TINs tend to be 
short succinct analyses for transportation 
decision-makers. TINs can be classified or 
unclassified. 

Posters are one-page 
unclassified graphical 
products focusing 
on a single topic or 
issue. Posters are 
developed primarily for 
transportation security 
officers, and can cover 
a variety of topics, 
including concealment 
techniques and TTPs 
that may be encountered 
on the front lines of 
transportation security.

Modal Threat Assessments 
provide analyses of threats 
to transportation critical 
modal sectors, including 
aviation, mass transit, 
highways, pipeline, freight 
rail, ferries and air cargo. 
Assessments—typically 
produced at both classified 
and unclassified levels—
discuss threat actors, targets, 
tactics, and may include 
operational response and 
predictive analysis of future 
threats. 

TTP assessments analyze 
how violent extremists, 
typically overseas, 
attack transportation 
modes in order to 
discern impacts to the 
Homeland transportation 
environment. These 
assessments are produced 
at the unclassified level 
primarily for stakeholders. 

Classified and unclassified videos discussing 
recent intelligence reporting, terrorism 
trends, and terrorist incidents keep TSA 
field operators and stakeholders informed of 
current threats. These fast-paced videos are 
5-9 minutes and can be viewed from a variety 
of media, primarily Web-based portals. 

Office of Intelligence  
and Analysis

PRODUCT LINE
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UNCLASSIFIED//FOR OFFICIAL USE ONLY

UNCLASSIFIED//FOR OFFICIAL USE ONLY

Warning: This document is UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO).  It contains information that may be exempt from public release under the Freedom of Information Act (5 U.S.C,  552).  It is to be controlled, stored, handled, transmitted, distributed, and disposed of in 
accordance with DHS policy relating to FOUO information and is not to be released to the public, the media, or other personnel who do not have a valid need to know without prior approval of an authorized DHS o�cial.  State and local homeland security o�cials may share this 
document with authorized critical infrastructure and key resource personnel and private sector security o�cials without further approval from DHS.

I C C  P R O D U C T  L I N E

WEB CG Intranet: http://cgweb.comdt.uscg.mil/ICC/ 
WEB CG Intelink-U: https://www.intelink.gov/cgicc/index.intel
Contact: hqs-dg-lst-icc-group-taskmanagers@uscg.mil

CG Intel Web: www.icc.uscg.smil.mil/index.cfm   
Contact: lst-icc-group-taskmanagers@uscg.smil.mil

CG Intel Web: http://www.uscg.ic.gov 
Contact: icctaskmanagers@nmic.ic.gov

 - (S) Product  - (TS) Product - (U) Product

United States Coast Guard
U.S. Department of Homeland Security
Intel l igence Coordinat ion Center  ( ICC)

SECRET/SIPR TOP SECRET/JWICSUNCLASSIFIED/NIPR

EXECUTIVE
SUMMARY
EXECUTIVE
SUMMARY

Designed for  CG senior  
leadership providing a 
preview of  larger  in -depth 
intel l igence products for
senior  leadership.

INTELLIGENCE 
ASSESSMENT
INTELLIGENCE 
ASSESSMENT

An analyt ic  product ,  
providing judgements and 
prognosis  regarding a 
speci f ic  intel l igence 
issue.

INTELLIGENCE
BULLETIN
INTELLIGENCE
BULLETIN

A product providing immediate
maritime intelligence and law 
enforcement situational 
awareness.  Contains little
analysis and may be published
prior to a more comprehensive 
analytic product.

INTELLIGENCE 
ESTIMATE
INTELLIGENCE 
ESTIMATE

A cumulat ive,  general ized 
analyt ic  product  providing 
an overv iew and summar y 
judgements on an 
intel l igence issue.   
Judgements are based on 
relevant  SME, Command,  
and interagency 
perspect ives regarding 
mari t ime intel l igence and 
law enforcement issues.  
I t  provides al l  source 
intel l igence information 
and relevant  decis ion aids 
to provide customers with 
context  on issues or  events.

THREAT 
SUMMARY
THREAT 
SUMMARY

A br ief  overv iew of  events 
occurr ing over  a speci f ic  
repor t ing per iod.   I t  of fers 
a l l  source intel l igence 
informat ion and relevant  
decis ion aids to provide 
customers with context  on 
issues or  events.

INTELLIGENCE
REPORT
INTELLIGENCE
REPORT

A general ized product  used 
to respond to requests for  
informat ion,  providing 
ta i lored,  customer speci f ic  
intel l igence repor ts  in  
response to di rected 
requirements.

UNCLASSIFIED 
 

 
UNCLASSIFIED 

DERIVED FROM: 
DECLASSIFY ON: 
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(U) ASSESSMENT TITLE 

 

(U) *Optional, use to identify product lines 

 

(U) SCOPE NOTE 
 
(U) The Scope Note will begin all ICC products, and it will not exceed three sentences. 
This introductory paragraph should tell the customer what requirement the subsequent 
assessment will address. Analysts should use this opening to discuss why the 
customer should read this product and what they will gain.  
 
(U) KEY FINDINGS 
 
 (U) The Key Findings should explicitly highlight what change occurred in periodic data.  

 
 (U) The Key Findings should not exceed one sentence in length, limiting each Finding 

to one thought. 
 
 (U) The Key Findings should demonstrate how the analyst covered the scope of the 

analytic problem set and solutions. 
 
 (U) The Key Findings list the primary assertions the product will support, and analysts 

should include any indicator available—when appropriate—of the certainty of the 
finding.  

 
(U) ANALYTIC ASSUMPTIONS 
 
 (U) The first Analytic Assumption of all assessments will act as the "Source 

Summary Statement" required by DNI standards for all analytic products. This 
statement should provide a concise summary regarding source information 
used in the product.  It should speak to the strength and reliability of sources, 
describing characteristics—i.e. qualitative or quantitative.  

 
 (U) Analytic Assumptions should be explicit or implicit hypotheses that may affect 

outcomes or that affect the way users might interpret or weigh information. They 
should not exceed two sentences in length.  
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(U) KEY FINDINGS 
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 (U) The Key Findings should not exceed one sentence in length, limiting each Finding 

to one thought. 
 
 (U) The Key Findings should demonstrate how the analyst covered the scope of the 
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 (U) The Key Findings list the primary assertions the product will support, and analysts 

should include any indicator available—when appropriate—of the certainty of the 
finding.  

 
(U) ANALYTIC ASSUMPTIONS 
 
 (U) The first Analytic Assumption of all assessments will act as the "Source 

Summary Statement" required by DNI standards for all analytic products. This 
statement should provide a concise summary regarding source information 
used in the product.  It should speak to the strength and reliability of sources, 
describing characteristics—i.e. qualitative or quantitative.  

 
 (U) Analytic Assumptions should be explicit or implicit hypotheses that may affect 

outcomes or that affect the way users might interpret or weigh information. They 
should not exceed two sentences in length.  
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(U) ASSESSMENT TITLE 

 

(U) *Optional, use to identify product lines 

 

(U) SCOPE NOTE 
 
(U) The Scope Note will begin all ICC products, and it will not exceed three sentences. 
This introductory paragraph should tell the customer what requirement the subsequent 
assessment will address. Analysts should use this opening to discuss why the 
customer should read this product and what they will gain.  
 
 
(U) DISCUSSION 
 
(U) The author will organize the Discussion section of the product as needed, but it should 
demonstrate continuity with the Key Findings.  Most effective content organization uses 
subheadings and subordinate subheadings to substantiate the product's findings, 
achieving the Scope's stated intent.  Divide and organize thoughts clearly, using short 
sentences or bullets whenever possible.  Content should unfold logically, using 
quantitative and qualitative data. Tables and graphics are often the most effective 
way to reach a reader.  These visuals should either further explain the content or 
demonstrate an idea the content will explain.  "Filler" pictures do not achieve this end.  
Incorporate alternative analysis whenever it is appropriate
 

.   

(U) Subheading First Level 
 
 (U) Subheading data should detail the information used to reach a Key Finding.  Many 

times, a Key Finding may emerge from a number of factors the analyst wants to 
identify to the customer.  In that case, a subordinate subheading is helpful.  

 
 (U) The generally accepted rule for bullets encourages writers to use at least two.  

Bullets should avoid exceeding three independent thoughts.  
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(U) SCOPE NOTE 
 
(U) The Scope Note will begin all ICC products, and it will not exceed three sentences. 
This introductory paragraph should tell the customer what requirement the subsequent 
assessment will address. Analysts should use this opening to discuss why the 
customer should read this product and what they will gain.  
 
(U) KEY FINDINGS 
 
 (U) The Key Findings should explicitly highlight what change occurred in periodic data.  

 
 (U) The Key Findings should not exceed one sentence in length, limiting each Finding 

to one thought. 
 
 (U) The Key Findings should demonstrate how the analyst covered the scope of the 

analytic problem set and solutions. 
 
 (U) The Key Findings list the primary assertions the product will support, and analysts 

should include any indicator available—when appropriate—of the certainty of the 
finding.  

 
(U) ANALYTIC ASSUMPTIONS 
 
 (U) The first Analytic Assumption of all assessments will act as the "Source 

Summary Statement" required by DNI standards for all analytic products. This 
statement should provide a concise summary regarding source information 
used in the product.  It should speak to the strength and reliability of sources, 
describing characteristics—i.e. qualitative or quantitative.  

 
 (U) Analytic Assumptions should be explicit or implicit hypotheses that may affect 

outcomes or that affect the way users might interpret or weigh information. They 
should not exceed two sentences in length.  

 

UNCLASSIFIED 
 

 
UNCLASSIFIED 

 

DERIVED FROM: 
DECLASSIFY ON: 

21 November 2009 – CG 9999-999-99 

 
(U) RESPONSE TO [INSERT UNIT NAME HERE] REQUEST FOR INFORMATION 

 

 

 

(U) DESCRIPTION OF REQUEST 
 
 
Q. (U//FOUO) Restate Questions individually  
 
A. (U//FOUO) Answer  
 
Q. (U//FOUO)  
 
A. (U//FOUO)  
 
POC: Lt. J. Coastie  
ICC team Name  
(Area Code) 669-XXXX 
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For questions and requests contact an address below:
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WEB CG Intranet: http://cgweb.comdt.uscg.mil/ICC/ 
WEB CG Intelink-U: https://www.intelink.gov/cgicc/index.intel
Contact: hqs-dg-lst-icc-group-taskmanagers@uscg.mil

CG Intel Web: www.icc.uscg.smil.mil/index.cfm   
Contact: lst-icc-group-taskmanagers@uscg.smil.mil

CG Intel Web: http://www.uscg.ic.gov 
Contact: icctaskmanagers@nmic.ic.gov

Warning: This document is UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO).  It contains information that may be exempt from public release under the Freedom of Information Act (5 U.S.C,  552).  It is to be controlled, stored, handled, transmitted, distributed, and disposed of in 
accordance with DHS policy relating to FOUO information and is not to be released to the public, the media, or other personnel who do not have a valid need to know without prior approval of an authorized DHS o�cial.  State and local homeland security o�cials may share this 
document with authorized critical infrastructure and key resource personnel and private sector security o�cials without further approval from DHS.

T O P I C  S P E C I F I C  P R O D U C T  L I N E

United States Coast Guard
U.S. Department of Homeland Security

SECRET/SIPR

TOP SECRET/JWICS

UNCLASSIFIED/NIPR

 - (S) Product  - (TS) Product - (U) Product

For questions and requests contact 
an address below:The U.S. Coast Guard is a

 member of the Intelligence 
Community (IC) and ensures 
that information related to 

maritime domain awareness 
(MDA) and homeland security 
threats is collected, analyzed, 
and disseminated to the full 

spectrum of MDA and homeland 
security customers in the 

Department, at state, local, and 
tribal levels, in the private 
sector, to the IC, and other 

Government agencies. 

USCG INTELLIGENCE 
HIGHLIGHTS
USCG INTELLIGENCE 
HIGHLIGHTS

A dai ly  summar y repor t  for  
the Commandant and his  
staf f  regarding g lobal  
events,  act iv i t ies,  and 
issues.

USCG CYBER THREAT 
BULLETIN
USCG CYBER THREAT 
BULLETIN

Provides cyber  domain 
informat ion to suppor t  CG 
senior  leadership for  
p lanning and resourcing,  
cover ing both internal  and 
external  threats to 
informat ion infrastructure 
af fect ing CG personnel  
and operat ions.

INTELLIGENCE 
PREPARATION OF THE 
MARITIME DOMAIN (IPMD)

INTELLIGENCE 
PREPARATION OF THE 
MARITIME DOMAIN (IPMD)

This IPMD provides the 
Commander with an 
operat ional  intel l igence 
assessment of  the AOR.   
The IPMD suppor ts  the 
operat ional  commander’s  
decis ion-making and 
planning processes by 
ident i fy ing,  assessing,  and 
est imat ing adversar y  
capabi l i t ies,  l imitat ions,  
intent ions,  and most  l ikely  
Courses of  Act ion (COAs) .

MARITIME LAW 
ENFORCEMENT 
ORGANIZATION (MLEO) 
ASSESSMENT 
(INTELLIGENCE 
ASSESSMENT)

MARITIME LAW 
ENFORCEMENT 
ORGANIZATION (MLEO) 
ASSESSMENT 
(INTELLIGENCE 
ASSESSMENT)

This repor t  prof i les a 
countr y ’s  coast  guard or  
mari t ime law enforcement 
organizat ion,  inc luding 
i ts  structure,  missions,  
personnel ,  vessels ,  and 
future out look.

MARITIME THREAT 
SUMMARY (MTS)
MARITIME THREAT 
SUMMARY (MTS)

Provides cyber  domain 
informat ion to suppor t  CG 
senior  leadership for  
p lanning and resourcing,  
cover ing both internal  and 
external  threats to 
informat ion infrastructure 
af fect ing CG personnel  
and operat ions.

ASYMMETRIC MARITIME 
MIGRATION MONTHLY 
FLOW

ASYMMETRIC MARITIME 
MIGRATION MONTHLY 
FLOW

Provides mari t ime migrat ion 
event  data each month in a 
stat ist ical  table.   The data 
includes number of ,  
nat ional i ty,  etc .

PORT THREAT 
ASSESSMENTS - FOREIGN
PORT THREAT 
ASSESSMENTS - FOREIGN

The foreign Por t  Threat  
Assessments suppor t  the 
CG Internat ional  Por t  
Secur i ty  L ia ison Of f icers 
for  v is i ts  and suppor t ing 
decis ion making regarding 
por t  state control .

 

 

(U) The US Coast Guard Intelligence Highlights informs the Commandant and his staff of global events, activities, and issues.  To create it, 
the Commandant's Intel Plot screens recent Coast Guard, other agency, and open source reports and analysis against the Commandant's 
Priority Intelligence Requirements (PIRs).  Additionally, Coast Guard intelligence components use this feed to develop products, review 
other agency dissemination, and initiate requests for information. Analysis and conclusions in this product do not necessarily reflect official 
positions of the Coast Guard or the Department of Homeland Security. Questions concerning the content should be addressed to the 
appropriate supporting intelligence staff.  

28 FEBRUARY 2011 

(U) Feature: Yachting in the Gulf of Aden 
PIR: 10.4 Piracy and Maritime Crime – Worldwide Event Tracking 
(U) Despite high-profile pirate events and strong recommendations by maritime authorities against traveling through the 
Gulf of Aden, dozens of yachts make the journey each year. Traveling by convoy has been considered by the sailing 
community a sensible option for yachts traveling through the Gulf of Aden, with recent convoys hugging the coast of 
Yemen. Two current rallies in which yachts were hijacked last week noted in their convoy web pages that safety was a 
priority and that no yacht on the passage had been attacked in 2010. Prior to the recent hijackings, there were strong 
warnings against traveling through this area, increased pirate reports, and three yachts hijacked with hostages held for 
ransom since 2008.  

 

(U//FOUO) Somali Pirates Aboard a French Pleasure Yacht 

(U) Yachts are particularly vulnerable to pirate attacks with their low freeboards and low speeds. The International Sailing 
Federation (ISAF) released guidance in March 2010 on passage through the Gulf of Aden, Yemeni, and Somali waters. 
Yachters were strongly recommended to avoid the area due to the danger of piracy and potential loss of life and property. 
In October 2010, European Union Naval Forces (EUNAVFOR) met with a delegation of the ISAF to provide them with a 
better understating of the piracy threat in the Gulf of Aden and in the Somali Basin. Though from an economic standpoint a 
yacht may not be considered a vessel of choice for pirates, if there is nothing better in view, it often becomes a target.  

ICC HOME MIGRATION HOME MONTHLY MIGRATION NUMBERS 

UNCLASSIFIED//FOR OFFICIAL USE ONLY  
 
 
 

ASYMMETRIC MARITIME MIGRATION MONTHLY FLOW 
January 2011 

 

MONTHLY EVENTS | ABSCONDER-DESERTER COMPARISON | STOWAWAY COMPARISON  

 
 
 

ASYMMETRIC MARITIME MIGRATION  
 

(U//FOUO) Table 1: Asymmetric Maritime Migration Monthly Events for January 20111 
UNCLASSIFIED//FOR OFFICIAL USE ONLY 

(U//FOUO) Asymmetric Maritime Migration Monthly Events for January 2011  
 

Date of 
Event 

Method of Entry Nationality  
Number 

of 
Subjects 

Vessel Name Port of 
Event  

Total 
Number 

Interdicted 
Source 

DTG 

Historical 
Event 

Totals for 
Vessel 

1/3/2011 DESERTER CHINA 1 INDIGO 
FELICITY 

Pasadena, 
TX 0 072004Z 

JAN 11 1 

1/3/2011 DESERTER SRI LANKA 1 ZIM 
BARCELONA Newark 0 071718Z 

JAN 11 1 

1/4/2011 DESERTER CHINA 2 HUI SHUN HAI Mobile 2 042100Z 
JAN 11 2 

1/9/2011 DESERTER INDIA 1 TORM EMILIE Garyville 0 122000Z 
JAN 11 1 

1/15/2011 DESERTER PHILIPPINES 1 RELIANCE Baltimore 0 191617Z 
JAN 11 1 

1/18/2011 MARITIME 
STOWAWAY 

DOMINICAN 
REPUBLIC 10 CRIMSON TIDE Mobile 10 182022Z 3 

1/31/2011 MARITIME 
STOWAWAY IRAQ 1 UNKNOWN Newark 1 071845Z 0 

UNCLASSIFIED//FOR OFFICIAL USE ONLY 

 

 
(U//FOUO) Chart 1: Absconder-Deserter Six-Month Flow Comparison, August 2010 - January 20112 
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(U) THREAT ASSESSMENT 

 

(U) SCOPE NOTE 
 
(U) The Scope Note will begin all Summaries, and it will not exceed three 
sentences. This introductory sentence (paragraph) should tell the customer what 
requirements the product will address.  Analysts should use this paragraph to 
discuss why the customer should read this product and what will they gain. 
 
(U) KEY ISSUES 
 

 (U) The Current Threat Summary will summarize the current geopolitical 
threat environment and highlight events with links to the maritime domain. 

 
(U) SUMMARY 
 
(U) The author will organize the Discussion section of the product as needed.  Most 
effective content organization uses subheadings and subordinate subheadings to 
substantiate the product's assertions, achieving the Scope's stated intent.  Divide 
and organize thoughts clearly, using short sentences or bullets whenever 
possible.  Content should unfold logically, using quantitative and qualitative data.  
Tables and graphics are often the most effective way to reach a reader.  
These visuals should either further explain the content or demonstrate an idea the 
content will explain.  "Filler" pictures do not achieve this end.   
 
(U) Subheading First Level 
 
 (U) Subheading data should detail the information used to support a premise.  

Subordinate subheadings can outline the evidence needed to substantiate the 
information presented.  

 
 (U) The generally accepted rule for bullets encourages writers to use at least 

two.  Bullets should avoid exceeding three independent thoughts.  
 

(U) Subheading Second Level
 

 

 (U) A subordinate heading and its bullets should support the information 
presented in the heading above it.  

 

Intel l igence Coordinat ion Center  ( ICC)

REV.  June 2012
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The HSIR is an in-
depth analysis on a 
single intelligence 
development, discovery, 
finding, or issue. HSIRs 
provide more depth, 
detail, and context on 
a particular issue than 
an IN.

Homeland Security Intelligence 
Report (HSIR)

The HSA is a 
comprehensive 
analysis of a complex 
intelligence topic or 
target.  HSAs are related 
to specific events or 
trends.  HSAs typically 
include a threat analysis; 
a discussion of potential 

threat actors, targets, tactics, techniques, and 
procedures; and an outlook or review of 
potential mitigation strategies/countermeasures/
vulnerabilities. 

Homeland Security 
Assessment (HSA)

The IN covers 
new intelligence 
and summarizes 
developments on an 
issue or topic area 
of interest to ICE 
customers.  An IN is 
intended to provide 
concise and timely 
analysis.

Intelligence Note (IN)

ICE-XXXXX-00000-YY 

OVERALL CLASSIFICATION//CAVEAT 
 

 

 OVERALL CLASSIFICATION//CAVEAT 

I N T E L L I G E N C E  N O T E   

(U)  Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning 
Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert 
Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement,  
Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning 
Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement,  
Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Insert 
Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, 
Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning 
Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert Warning Statement, Insert 
Warning Statement, Insert Warning Statement. (Text is 8 pt., Times New Roman) 

HOMELAND SECURITY INTELLIGENCE REPORT 

 
 

(C//CV)  Product Title  
(Title is 28 pt., Times New Roman, Bold, Dark Teal) 

 
 

DD Month YYYY 
(Date is 18 pt., Times New Roman, Bold, Dark Teal) 

 
 
 
 

Prepared by: 
Analysis Division, Illicit (insert) Unit, (insert) Section 

Analyst Name, Phone: 000-000-0000 
(Prepared by line is 14 pt., Times New Roman, Bold, Dark Teal) 

 
  

Warning: This document is UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO).  It contains information that may be exempt from public release under the Freedom 
of Information Act (5 U.S.C,  552).  It is to be controlled, stored, handled, transmitted, distributed, and disposed of in accordance with DHS policy relating to FOUO 
information and is not to be released to the public, the media, or other personnel who do not have a valid need to know without prior approval of an authorized DHS 
official.  State and local homeland security officials may share this document with authorized critical infrastructure and key resource personnel and private sector 
security officials without further approval from DHS.  

The Sentinel 
Report provides 
ICE leadership with 
strategic awareness of 
intelligence production 
and reporting from 
third-party agencies 
on subjects of interest 
to ICE.  This report 

summarizes intelligence that may have an effect 
on ICE operations and/or situational awareness.  
It provides an outside view of the issues and may 
not reflect ICE’s position or opinion.  Analysts 
will include ICE activities or efforts that support 
or relate to the core subject report. 

Sentinel Report

OVERALL CLASSIFICATION//CAVEAT

OVERALL CLASSIFICATION//CAVEAT

            ICE-XXXXX-00000-YY

DD Month YYYY

(U) PRODUCT TITLE: Insert the title of the finished product being summarized.

(U) PRODUCTION AGENCY: Name of agency producing product

(U) KEY OBSERVATIONS:

• (U) This section shall provide 1-3 bullets describing the major theme or “take away” 
from the outside agency product in which the Sentinel Report accompanies.

(U) SUMMARY:

• (U) For accompanying products more than one pages in length, this section shall 
provide an executive summary.

• (U) For accompanying products one page or less, this section is not required.

(U) ICE DISCUSSION AND ANALYTIC COMMENT:

• (U) This section shall provide basic first line analysis, the ICE “so what”, and other 
relevant information the writer wants to convey to the reader concerning the 
accompanying product or subject matter.

• (U) This section should also provide analysis concerning the ICE view of the issue being 
discussed (i.e. Do we agree or disagree with the accompanying product’s outlook, view 
etc).

• (U)  When providing subjective comment (analysis), avoid using adjectives that are too 
subjective in nature unless they have been quantified either in the accompanying product, 
or by using the DIA Probability Quantification Table (i.e. Likely, Probable, we believe, 
we estimate are terms based upon a 65-89% certainty rating).

(U) EFFECTED ICE PROGRAM AREA

• (U)  The following ICE Program Areas  may have an interest in this report (List all 
appropriate program area such as Human Smuggling, ASTI, ERO, Policy etc).

Prepared by:
Analyst Name

Phone: 000-000-0000

S E N T I N E L R E P O R T

INTELLIGENCE COLLECTIONS AND OPERATIONS PRODUCTS

ANALY TIC PRODUCTS

ICE-XXXXX-00000-YY 
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 OVERALL CLASSIFICATION//CAVEAT 
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I N T E L L I G E N C E  N O T E  

(C//CV)  Product Title (Title is 16 pt., Times New Roman, Bold, Dark Teal) 
 
DD Month YYYY (Date is 12 pt., Times New Roman, Bold) 
 
 
(C//CV)  Background (Text heading is 14 pt., Times New Roman, Bold, Dark Teal) 
 
(C//CV)  The Background identifies what circumstances led analysts to generate the 
product, and cites any formal Request for Information (RFI) corresponding to this report.  
This should not exceed two to three sentences.  (Text is 12 pt., Times New Roman) 
 
(C//CV)  Narrative (Text heading is 14 pt., Times New Roman, Bold, Dark Teal) 
 
(C//CV)  The Narrative describes who, what, when, where, nature of activity, and why, 
and provides a brief statement concerning the reliability or credibility of the source.  
(Text is 12 pt., Times New Roman) 
 
(C//CV)  Example text, additional paragraph. 
 

— (C//CV)  Example bullet text.   
 

— (C//CV)  Example bullet text.   
 

– (C//CV)  Example sub-bullet text.   
 
 
 
 
 
 
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

(C//CV)  Product Title (Title is 28 pt., Times New Roman, Bold, White)  
 DD Month YYYY (Date is 24 pt., Times New Roman, Italics, White) 
ICE-XXXXX-00000-YY 
ICE Homeland Security Investigations — Office of Intelligence 
Analysis Division, Illicit (insert) Unit, (insert) Section 
Analyst Name, Phone: 000-000-0000 

 

 

 

 

 

 

OVERALL CLASSIFICATION//CAVEAT 

OVERALL CLASSIFICATION//CAVEAT 

INTELLIGENCE PRODUCT LINE

U: HSIIn1@ice.dhs.gov   |   S: HSIIn1@dhs.sgov.gov   |   TS: HSIIn1@dhs.ic.gov

The IIR provides the 
timely sharing of 
raw intelligence to 
other departments, 
agencies, and 
organizations, including 
the Intelligence 
Community.  IIRs are 
written and drafted by 
ICE Reports Officers 
based upon validated 

intelligence requirements.  

Intelligence Information 
Report (IIR)

Contact / Feedback: Questions, feedback, and requests for further distribution should be directed to US Immigration and Customs Enforcement.

(U) Product              (S) Product              (TS) Product



15Department of Homeland Security

UNCLASSIFIED//FOR OFFICIAL USE ONLY

Rev. June 2012 UNCLASSIFIED//FOR OFFICIAL USE ONLY

PRODUCT LINE

United States Secret Service
U.S. Department of Homeland Security

Questions and requests for further distribution should be directed to 
Dr. Michelle Keeney, National Threat Assessment Center:  (202) 406-5470

Warning: This document is UNCLASSIFIED//FOR OFFICIAL USE ONLY (U//FOUO).  It contains information that may be exempt from public release under the Freedom of Information Act (5 U.S.C,  552).  It is to be 
controlled, stored, handled, transmitted, distributed, and disposed of in accordance with DHS policy relating to FOUO information and is not to be released to the public, the media, or other personnel who do not have 
a valid need to know without prior approval of an authorized DHS official.  State and local homeland security officials may share this document with authorized critical infrastructure and key resource personnel and 
private sector security officials without further approval from DHS.  

Campus Attacks: Targeted 
Violence Affecting Institutions 
of Higher Education

The U.S. Secret Service, 
the Federal Bureau of 
Investigation, and the 
U.S. Department of 
Education collaborated 
on a project to study 
targeted violence at 
institutions of higher 
education (IHEs).  The 
report shares information concerning offenders 
and their relationship to the IHEs and identified 
certain factors that may have motivated or 
triggered the attacks.  

The Final Report and Findings 
of the Safe School Initiative: 
Implications for the Prevention of 
School Attacks in the United States

The U.S. Secret Service 
and the U.S. Department 
of Education collaborated 
on the Safe School 
Initiative (SSI).  The SSI 
examined the thinking, 
planning, and other 
behaviors engaged in by 
students who carried out 
school attacks.

Threat Assessment in Schools: A 
Guide to Managing Threatening 
Situations and to Creating Safe 
School Climates

This Guide includes 
suggestions for 
developing a threat 
assessment team within a 
school or school district, 
steps to take when a threat 
or other information of 
concern comes to light, 
consideration about 
when to involve law 
enforcement personnel, issues of information 
sharing, and ideas for creating safe school 
climates.

Prior Knowledge of Potential 
School-Based Violence: 
Information Students Learn May 
Prevent a Targeted Attack

The goal of the 
study was to provide 
information to school 
administrators and 
educators regarding 
possible barriers that 
may prevent children 
who have information 
about a potential 
incident from reporting that information to a 
responsible adult.  This report details the findings 
of the study. 

Protective Intelligence & Threat 
Assessment Investigations: A 
Guide for State and Local Law 
Enforcement

The U.S. Secret Service 
conducted a five year 
study to examine the 
thinking and behaviors of 
assassins and would-be 
assassins.  Researchers 
used the study to devise a 
standard set of protocols 
and procedures for law 
enforcement and security 
agencies responsible for protecting public persons 
and others vulnerable to targeted violence.




